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Upload to BitTube Network
BitTube has built a gateway to upload data files to the BitTube network. The link to the 
data will be saved to the BitTube Meta Tag database.

To store data in the worldwide BitTube network, a gateway with upload function is necessary. BitTube has built a gateway 
to upload data to BitTube.

The BitTube gateway has no filtering system in place to bring any censorship to files. The gateway can only be used by registered 
users of BitTube who certify with their upload that they have the right to use this data.

For all data that is uploaded through the 
BitTube gateway, a link will be saved in the 
Meta Tag database. Additional info (title, 
description, tags) can be added to this link. 
The link can be specified as open to everyone 
or just to private groups.

Links can be deleted from the meta tag 
database, however, content never can be 
deleted from the BitTube network.

As an additional function in BitTube, existing 
content can be added as a link through the 
gateway to the BitTube Meta Tag database.
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BitTube Publishing Platform
To view data which is available in the IPFS network, BitTube has built a publishing 
platform on which all the data stored in the BitTube Meta Tag database is shown.

The BitTube Meta Tag database is searchable and the publishing platform itself is structured by categories. To view content from the 
IPFS network, you just click on the link and the BitTube player shows the content on the device.

To monetize the content, a base principle of BitTube, the user agrees to using the CPU and graphic capacity 
for mining the BitTube coin.

The used mining capacities are defined 
by the size of the device and limited to 
a maximum of 30 hash/s. They can be 
adjusted by the user. 

BitTube is not censoring on the content of 
the BitTube Meta Tag database.

The right of free speech is a strong right and 
BitTube is dedicated to this.

It is the obligation of the community to 
check the correct usage of the system and 
to report unauthorised or illegal usage.
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Copyright
As copyright is a very high valued good, BitTube has built a system which allows 
copyright owners to control their products and monetize them through 
a fair use reward system.

BitTube is a Meta Tag DB search engine that only displays links to foreign data. All data accessible via 
these links are the responsibility of the BitTube users who have uploaded this data. BitTube can never 
delete this data because BitTube has no administrative access to the BitTube network based on IPFS 
Protocol. On behalf of the actual rights holders, BitTube can remove entries from its own Meta Tag DB. In 
this way, however, the data remains accessible via the hash value with every gateway if a user knows this 
hash value or the link is stored in another gateway. 

Alternatively, BitTube may assign entries within the BitTube Meta Tag DB to the true copyright holder and 
charge the link within the BitTube Reader. Thus the rightful owner can generate income with their content 
being distributed across the BitTube website even in the event of unauthorized upload. 

The ongoing copyright review system ensures that the copyright known in the system can not be violated 
by registered or anonymous users. 
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Pattern proof system 
Allowed Copyright usage & Copyright assignment

Pattern proof system 
BitTube builds a pattern proof check that detects and compares types of content. This pattern checker is not limited to videos but can 
check patterns of all file types. The purpose of this pattern proof check is the comparison and cross-referencing of content and thus 
assigning copyright. 

Copyright disputes often occur in musical works. This is where the BitTube pattern proof verification begins. 

Verified users (for example, young composers) can upload their works via BitTube and submit the copyright via a pattern proof entry. 
If another user is now using this material, the pattern check recognizes the violation and does not allow the registration of this content 
for this user in the BitTube search engine. 

Allowed copyright usage 
The verified user may wish to allow the use of their work for a 
fee. In this case, they authorize the use and receive a share of 
the revenue generated by people using their content. 

Copyright assignment 
Works uploaded or registered via BitTube can be assigned to 
subsequently registered verified copyright holders. Currently the 
main problem with content platforms is that they have to take 
explicit action against copyright violations by either deleting or 
blocking the content on the platform. BitTube, however, is not a 
data platform, but a Meta Tag DB with a database and its own 
display interface. Due to the IPFS network’s design, BitTube can 
not delete any individual content items.

BitTube could delete the entries from its own database, which 
would make it more difficult to locate the content. However, this 
wouldn’t make it impossible to do so.

A proposed alternative for copyright holders would involve 
creating a verified account on the BitTube platform and claim 
the copyright. In this case, all proven works will subsequently 
be associated with the copyright owner’s wallet, which from 
then on will receive the BitTube interface copyright infringement 
revenue. Through this principle, copyright owners also earn from 
original copyright infringements once rightful ownership has 
been established and assigned. At the same time, this allows for 
increased distribution of the content. 
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Anonymity
Every internet user can view data via BitTube without logging in. BitTube does not collect 
any personal information such as a name, address or an email for the purposes of 
viewing content. 

In order to upload content to the BitTube network and the BitTube search engine, the user must have a valid account and be 
logged in. Minimum requirements are a username and a valid email address which is used to verify the account. All other personal 
information is optional. No IP numbers or other data will be collected during upload.

Especially for companies or professional providers of streams and videos, BitTube offers the possibility to fill the account with 
detailed information including brand information and content as well as personalizing their own BitTube content with any promotional 
material. In order to register copyright claims the account must be verified.

All BitTube users can decide themselves how much or how little personal information they wish to provide. Email addresses are never 
shown to other users in the BitTube interface.

BitTube can not discover locations of devices uploading, streaming, or viewing because the connections are only authorized via 
signaling servers via handshake, and the connection itself is never running on BitTube Server.

BitTube will delete unlawful links from the database according to international standards. BitTube will not censor entries for political 
reasons. BitTube can not remove content from the IPFS network. 
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Remote control Desktop Sharing
BitTube is a set of different services, all working on their own, but also intertwined and 
interconnected. 

Remote Control Desktop Sharing
BitTube Remote Control connects devices encrypted directly 
together without having to go through centralized servers. 
The connection between the devices is made by means 
of a signaling server, which is used only for ID and PIN 
synchronization. At no time will the connection be made 
through the BitTube server and at no time will BitTube be able 
to monitor the connection. 

The whole system is anonymous because BitTube has no 
information on who owns the devices and where they are 
located. After establishing the connection, it is made directly 
between the devices and encrypted. This way, the connection 
cannot be monitored by others because it is never routed 
through third party servers.

BitTube Remote Control takes place completely in the browser. 

Desktop sharing (https://en.wikipedia.org/wiki/Desktop_
sharing) is a common name for technologies and products that 
allow remote access and remote collaboration on a person’s 
computer desktop through a graphical terminal emulator.

The most common two scenarios for desktop sharing are:

1. remote login;

2. real-time collaboration.

Remote log-in allows users to connect to their own desktop 
while being physically away from their computers. Systems that 
support the X Window System, typically Unix-based ones, have 
this ability “built in”. Windows versions starting from Windows 
2000 have a built-in solution for remote access in the form 
of Remote Desktop Protocol and prior to that in the form of 
Microsoft’s NetMeeting.

The open source product VNC provides a cross-platform solution 
for remote log-in. Virtual Network Computing (VNC): Making 
Remote Desktop Sharing Possible. Remote desktop sharing 
is accomplished through a common client/server model. The 
client, or VNC viewer, is installed on a local computer and then 43Bi
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connects to the network via a server component, which is 
installed on a remote computer. In a typical VNC session, all 
keystrokes and mouse clicks are registered as if the client were 
actually performing tasks on the end-user machine.

The shortcomings of the previous solutions are their inability 
to work outside of a single NAT environment. A number of 
commercial products overcome this restriction by tunneling the 
traffic through rendezvous servers.

Apple users require Apple Remote Desktop (ARD).

Real-time collaboration is much a bigger area of desktop 
sharing use, and it has gained recent momentum as an 
important component of rich multimedia communications. 
Desktop sharing, when used in conjunction with other 
components of multimedia communications such as audio and 
video, creates the notion of a virtual space where people can 
meet, socialize and work together. On the larger scale, this area 
is also referred to as web conferencing.

BitTube Remote Control desktop sharing is different to most 
known solutions. It is a direct device to device connection 
without the man in the middle. Only the handshake on the 
connection is realized by a signaling service.

There is no software on the receiving computer necessary, 
BitTube Remote Control works in the browser only. On the 
remote PC a small BitTube app needs to be installed to send 
the screens and receive the commands. The BitTube browser 
interface allows registered users to manage and maintain 
unlimited number of RC devices and start the connection with a 
mouse click.

As BitTube Remote Control is completely browser based, 
you can operate your saved connections from every device 
worldwide without installing any software.
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BitTube is a company founded in 2017, with its headquarters located in Tenerife, Spain.
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Links
BitTube publishing platform | https://bit.tube 
The BitTube mining pool is located at https://pool.bit.tube 
The BitTube blockchain explorer is located at https://explorer.bit.tube


